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p≡p is a privacy project.

• Keyservers are considered harmful => p2p sending

• Binding keys to email addresses via the provider
is considered harmful => Pseudonymity!

• Manual managing keys is considered harmful
=> automatic key management

• WoT is considered harmful => Social Graph
hidden

• TOFU is considered harmful => TWT (Tofu Without
Trust)

• No Hex-Code in Fingerprints =>
Trustwords instead
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p≡p is standing here

• Published p≡p for Outlook 1.0, first release

• Published K-9/p≡p 0.9, first Beta

• Developing on three other platforms:
● p≡p for iOS in Swift, developed by p≡p security
● Enigmail/p≡p, developed together with Enigmail
● Kmail/p≡p, developed together with Bernhard

Esslinger and Leonard Marquitan

• Trustwords published for English, German, French,
Spanish, Catalan, Turkish p≡p



p≡p is standing here

• p≡p COM server adapter published and released

• p≡p JNI adapter for Java and Android published
and Beta; Testing software generation

• p≡p Objective C adapter published and Beta

• NetPGP-et published and Beta

• p≡p Qt Adapter published and Beta

• p≡p JSON Adapter published and going Beta 

• Still no mutt plugin,
I'm suffering ;-)

p≡p



p≡p is standing here

• Now 23 people, constantly growing ;-)

• AppDev in Barcelona, CryptoDev in Luxemburg

• Successful pilot done with Car Manufacturer

• Online-Update system in place (mainly for
Windoze)

• Google Play, F-Droid, Apple App Store in place
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p≡p next steps

● Key sync completion for Device Groups
● First Code Review will be published ~Tuesday
● Implementing transport system
● Sync protocols for Contacts and Schedule
● GnuNet is being restructured now
● Preparing Marketing and Propaganda ;-)
● More languages!
● More platforms
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